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Wireless sensor networks (WSNs) play a fundamental role in new paradigms such as the Internet of Everything or the Industry 4.0. Usually, these networks are constituted by hundreds or thousands of sensor nodes with limited resource capabilities whose main goal is to monitor, collect, compute and communicate data from the environment in an efficient and distributed way.

WSNs are widely used in several different fields such as environmental management and research, e-health, military and risk management, etc. In many of these applications, the security of the network is a fundamental issue. Consequently, it is crucial to guarantee the confidentiality, integrity, authenticity and availability of the data transmitted through the WSN.

Most of the cryptographic protocols implemented in WSNs for key establishment and data encryption (secret-key cryptosystems and public-key cryptosystems) are adaptations of those used in other types of environments without the limited resources and capabilities of WSNs.

The main goal of this work is to perform a critical review of such cryptographic protocols, focusing the attention on secret-key cryptosystems since this type of protocol requires less processing time than public-key algorithms. The problems, solutions and challenges dealing with this topic will be identified and explicitly shown.
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