Improved ISRJ-Based Radar Target Echo Cancellation Using Frequency Shifting Modulation
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Abstract: Target echo cancellation is an ingenious method that protects the target of interest (TOI) from being detected by radar. Interrupted-sampling repeater jamming (ISRJ) is a novel deception jamming method for linear frequency modulation (LFM) radar countermeasures, which has been applied in target echo cancellation recently. Compared with the conventional cancellation method, not only can the target echo be successfully cancelled at radar receiver, but a train of false targets is also produced and forms deception jamming by applying the ISRJ technique. In this paper, an improved radar target echo cancellation method based on ISRJ is proposed that utilizes an extra frequency shifting modulation on the intercepted LFM radar signal. The jammer power is more efficiently utilized by the proposed method. Moreover, more flexible multi-false-target deception jamming can be obtained by adjusting the interrupted sampling frequency. The real target remains effectively protected by the false preceding target in the presence of amplitude mismatch of cancellation signal and target echo. Numerical simulations and measured data experiments are conducted to demonstrate the effectiveness of the proposed method.
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1. Introduction

Radar plays an important role in both civil and military fields as its all-weather and day-night capacities superior to the optical sensors [1–4]. To protect the targets of interest (TOI) from being detected by the radar, radar jamming techniques have been widely studied over the past few decades, including blanket jamming and deception jamming. Interrupted-sampling repeater jamming (ISRJ) is a novel radar deception jamming technique proposed in 2006 [5,6]. By sampling and repeating the radar signal at sub-Nyquist rates, a train of false targets is produced after radar matched filtering (MF) processing. Thus ISRJ is widely applied in radar jamming including synthetic aperture radar (SAR) [7–10] and inverse synthetic aperture radar (ISAR) [11,12]. On the other hand, the anti-ISRJ technique also develops rapidly in the past decades [13].

Radar target echo cancellation is an ingenious jamming method that cancels the target echo at the radar receiver [14–22]. The core idea lies in transmitting a synthesized replica of the target echo except for its being 180° out of phase to the radar by an active source. For linear frequency modulation (LFM) pulse compression radar, ISRJ can produce a train of false targets with controllable amplitudes and phases. Based on this phenomenon, a radar target echo cancellation method using self-protection ISRJ is proposed [23,24]. By designing the interrupted sampling frequency, the repeater time-delay and the jammer power, the ISRJ signal not only ideally cancels radar target echo with −1 order false
target, but also produces a train of false targets. Thus a better cancellation performance is obtained compared with the conventional cancellation methods due to the multi-false-target deception jamming. In our previous work, the cancellation method based on nonperiodic ISRJ has been further proposed, considering the unavoidable amplitude mismatch of the cancellation signal and the target echo [25]. However, on the one hand, the energy of \(-1\) order false target is lower than 0 order false target in ISRJ. Hence a relatively large transmitting power is needed, which may lead to hostile anti-radiation weapons attack. If 0 order false target can be used to cancel the target echo, the jammer power can be reduced efficiently. This protects the jammer equipment effectively. On the other hand, interrupted sampling frequency should be precisely designed according to radar signal parameters as noted in [23], so the position of the false targets produced by ISRJ remains fixed in the radar MF output, which makes it easier to be countered [26].

Range-Doppler coupling is a unique property for LFM signal, which causes the peak of the compressed pulse to shift in time by an amount proportional to the Doppler frequency [27]. By utilizing this property, some effective methods against LFM radar such as frequency-shifting deception jamming have been proposed [28,29]. Inspired by this, the main contribution of this paper is to propose an ISRJ-based radar target echo cancellation method with an extra frequency-shifting modulation. By the frequency shifting modulation on the ISRJ signal, the radar target echo can be cancelled by the 0 order false target. Thus the jammer power is more efficiently utilized, which will also protect the jammer due to the smaller radiation energy. Moreover, the interrupted sampling frequency can be flexibly adjusted to change the position of false targets in the proposed method, thus better deception jamming is performed. Last but not least, the preceded \(-1\) order false target will shield the TOI more effectively in the presence of amplitude mismatch of the cancellation signal and the target echo.

The remainder of the paper is organized as follows. In Section 2, the existing radar target echo cancellation method based on ISRJ is reviewed, and the shortage is analyzed. In Section 3, the improved cancellation method is proposed. In Section 4, numerical simulations and measured SAR data experiments are conducted to illustrate the validity of the proposed method. Finally, conclusions are drawn in Section 5.

2. Review of Radar Target Echo Cancellation Based on ISRJ

2.1. Amplitude and Phase Characteristics of the ISRJ Signal

As shown in Figure 1a, assume the interrupted sampling function is a rectangular envelope pulse train denoted as \( p(t) \), then

\[
p(t) = \text{rect}\left(\frac{t}{T_p}\right) \otimes \sum_{n=-\infty}^{+\infty} \delta(t - nT_s)
\]  

(1)

where \( t \) denotes the time variable, \( T_p \) is the pulse width, \( T_s \) is the pulse repetition interval (PRI), \( \delta(\cdot) \) is the impulse function, \( n \) is the pulse number, \( \otimes \) represents the convolution operation, and \( \text{rect}(t/T_p) = \begin{cases} 1 & |t/T_p| < 0.5 \\ 0 & \text{others} \end{cases} \). The sampling duty ratio is defined as \( T_p/T_s \).

Via Fourier transform, the spectrum of \( p(t) \) is given as

\[
P(f) = T_p f_s \sum_{n=-\infty}^{+\infty} \text{sinc}(n f_s T_p) \delta(f - n f_s)
\]  

(2)

where \( \text{sinc}(x) = \sin(\pi x)/(\pi x) \), and \( f_s = 1/T_s \) represents the interrupted sampling frequency.

The radar transmits LFM pulse signal, denoted as

\[
x(t) = \frac{1}{\sqrt{T}} \text{rect}\left(\frac{t}{T}\right) \exp(j\pi kt^2)
\]  

(3)

where \( T \) is the pulse width, \( k \) is the chirp rate and the bandwidth is \( B = kT \).
Figure 1b presents the interrupted sampling processing of LFM signal, then the ISRJ signal can be
defined as

\[ s(t) = p(t)x(t) \]  

(4)

As demonstrated in [5], the MF output of ISRJ signal at radar receiver is formed by a train of false
targets, given by

\[ y(t) = \sum_{n=-\infty}^{+\infty} a_n y_{sn}(t) \]  

(5)

where

\[ a_n = T_p f_s \text{sinc}(n f_s T_p) \]  

(6)
is the amplitude coefficient of \( n \) order false target.

\[ y_{sn}(t) = \text{sinc}[(kt + n f_s)(T - |t|)](1 - |t|) \exp(j \pi n f_s t) \]  

(7)

represents the pulse compression output of \( n \) order false target.

From Equation (7), the peak of \( n \) order false target lies in

\[ t_n = -n f_s / k \]  

(8)

The phase of \( n \) order false target is

\[ \varphi_n = \pi n f_s t_{|t=-n f_s / k} = -(n f_s)^2 \pi / k \]  

(9)

2.2. Target Echo Cancellation Using the ISRJ Signal

For radar target echo cancellation, three conditions should be satisfied including range
synchronization, phase coherent and amplitude match. The phase of the radar target echo consists
of two components including the propagation phase and the signature of the radar target itself.
In self-protection jamming, the target and jammer echoes travel the same distance to the radar,
therefore the propagation phase difference is zero. On the other hand, it is assumed, for simplicity,
that the target cross-section amplitude equals 1 and the phase equals zero.

For self-protection jamming, the 0 order target lags behind the target echo due to the unavoidable
repeater time-delay. Thus parameters of \(-1\) order false target are designed to cancel the target echo [23].
The repeater time-delay satisfies
\[ \tau_d = -t_{-1} = f_s/k \]  
(10)
to guarantee the MF output of the \(-1\) order false target synchronizes with the target echo in time domain.

The interrupted sampling frequency satisfies
\[ f_s = \sqrt{k} \]  
(11)
to guarantee \( \varphi_{-1} = -\pi \), which makes the phase of \(-1\) order false target opposites the phase of the real target.

The amplitude modulation coefficient of the jammer satisfies
\[ A_J = \frac{1}{a_{-1}} = \frac{1}{T_p f_s \text{sinc}(f_s T_p)} \]  
(12)
to guarantee the amplitudes of two echoes equal.

Further, the radiant power of the jammer should satisfy
\[ \text{ERP}_J = \frac{P G_t \sigma}{4 \pi R^2 A_J^2} \]  
(13)
where \( P \) is the peak power of radar, \( G_t \) is the receiving antenna gain, \( \sigma \) is the target RCS, and \( R \) is the distance between the jammer and radar.

When Equations (10)–(12) are satisfied, ideal target echo cancellation can be realized in radar receiver. Thus the amplitude and phase modulation of the ISRJ signal is subtly utilized to cancel the target echo by parameter designs.

As analyzed above, the \(-1\) order false target of ISRJ signal is used as the cancellation source, not the 0 order false target which has the strongest amplitude response. It is because the 0 order false target lags behind the real target echo due to the repeater time-delay of self-protection ISRJ. Besides, Equation (9) indicates that the phase of 0 order target is 0, equal to the phase of real target, which may strengthen the real target echo at radar receiver on the contrary. It may lead to hostile anti-radiation weapons attack due to the larger transmitting power for the existing method. If the 0 order false target can be utilized as the cancellation source by some special modulations, the required jammer power will reduce comparatively. Besides, interrupted sampling frequency must be accurately set by Equation (11). Hence the false target will locate at the fixed position in radar MF output according to Equation (8), which greatly affects the jamming performance.

3. Improved ISRJ-Based Cancellation Method Using Frequency Shifting Modulation

In this section, an improved radar target echo cancellation method using ISRJ is proposed to overcome the shortage of the existing method proposed in Section 2.

As known, the LFM waveform exhibits range-Doppler coupling which causes the peak of the compressed pulse to shift in time by an amount proportional to the Doppler frequency. In particular, the peak occurs earlier in time for a positive LFM slope, compared with the peak response for a stationary target [27]. Inspired by this unique property, a frequency shift \( f_d \) can be added to the ISRJ signal to make the 0 order false target synchronize with the real target echo in time domain.

After adding frequency shift, the ISRJ signal can be expressed as
\[ s'(t) = s(t)\exp(j2\pi f_d t) = p(t)x(t)\exp(j2\pi f_d t) \]  
(14)
Let \( x'(t) = x(t) \exp(j2\pi f_d t) \) be the complete LFM signal after adding frequency shift. The MF output at radar receiver is

\[
s_{mf}(t) = \text{sinc}[(kt + f_d)(T - |t|)](1 - \frac{|t|}{T}) \exp(j\pi f_d t)
\]  

(15)

Similar to Equations (5) and (15), the MF output of ISRJ signal with frequency shift will be

\[
y(t) = \sum_{n=-\infty}^{+\infty} a_n y'_sn(t)
\]  

(16)

where \( a_n \) is the amplitude coefficient given by Equation (6).

\[
y'_sn(t) = \text{sinc}[(kt + nf_s + f_d)(T - |t|)](1 - \frac{|t|}{T}) \cdot \exp(j\pi (f_d + nf_s) t)
\]  

(17)

represents the pulse compression output of the \( n \)-order false target.

According to Equation (17), after frequency modulation, the peak of the \( n \)-order false target locates at

\[
t'_n = -\frac{f_d}{k} - \frac{nf_s}{k}
\]  

(18)

The phase is

\[
\phi'_n = \pi(f_d + nf_s)|t|_{t=-(f_d+nf_s)/k} = \frac{-(nf_s + f_d)^2}{k} \pi
\]  

(19)

From Equations (18) and (19), both the position and phase of 0 order false target are modulated by the frequency shift. Then the 0 order false target can be utilized to cancel the real target echo. Similarly, three conditions proposed in Section 2 must be satisfied to realize the cancellation.

To guarantee the phase of 0 order false target opposes the phase of the real target, \( \phi_0 = -\frac{f_d^2}{n} \pi = -(2m + 1) \pi \), where \( m \) is an integer. Then the frequency shift should satisfy

\[
f_d = \sqrt{(2m + 1)k}
\]  

(20)

To guarantee the range synchronization in time domain, the repeater time-delay should satisfy

\[
\tau_d = -\tau_0 = \frac{f_d}{k} = \sqrt{(2m + 1)/k}
\]  

(21)

Assume that the minimum required analyzing time for the canceller is \( t_{min} \). Obviously \( \tau_d \) should be no smaller than \( t_{min} \), then

\[
m \geq (k \cdot t_{min}^2 - 1)/2
\]  

(22)

The minimum \( m \) is \( m_0 = \lceil (k \cdot t_{min}^2 - 1)/2 \rceil \), then \( \tau_{dmin} = \sqrt{(2m_0 + 1)/k}, f_{dmin} = \sqrt{(2m_0 + 1)k} \).

It is necessary to point out that when the required processing time \( t_{min} \) is larger than the time-delay \( t_{-1} \) determined by Equation (10) for the method proposed in Section 2, the echo cancellation will fail. Hence the improved method is more robust from this point of view.

Finally, the required jammer power is calculated. Due to the utilization of 0 order false target, the amplitude modulation coefficient changes to

\[
A'_j = \frac{1}{a_0} = \frac{1}{T_p f_s}
\]  

(23)
Compared with the method proposed in Section 2, the radiant power of the jammer will be

\[ ERP'_J = \left( \frac{A'_J}{A_J} \right)^2 ERP_J = \sin^2(f_s T_p) ERP_J \]  

From Equation (24), by joint frequency shift and repeater time-delay modulation given by Equations (20) and (21) respectively, the required jammer power reduces to \( \sin^2(f_s T_p) \) times compared with that of the method proposed in Section 2. Besides, the interrupted sampling frequency is not necessary to be designed particularly. It means that the position of false targets can be flexibly designed by adjusting the interrupted sampling frequency to accord with the demands of electronic countermeasures (ECM). Thus more effective jamming performance can be obtained. Since the cancellation signal is transmitted back to the radar along with the target echo, it is effective against both real-time processing radars and off-line processing radars such as SAR.

However, it is necessary to point out that the transmitting power given by Equation (24) is difficult to precisely set due to the unavoidable parameter estimation error. Then the amplitude match of the cancellation signal and target echo cannot be guaranteed. In this case, the target echo cannot be completely erased out at the radar receiver. That is exactly the reason why the nonperiodic interrupted sampling modulation is adopted to protect the target residual with the continuous jamming strip in [25]. In this paper, the false targets generated by the periodic ISRJ are expected to accomplish the target protection. Hence the acceptable intensity of the effective echo cancellation should be analyzed. Since the false targets are expected to protect the target residual, it is reasonable to define that the amplitude of the false target should be larger than that of the suppressed real target for effective cancellation. Hence to achieve the acceptable suppression level, we have

\[ A_1 \geq |A_C - A_T| \]  

where \( A_1 \) is the amplitude of the 1 order false target, \( A_C \) is the amplitude of the cancellation signal, and \( A_T \) is the amplitude of the target echo. According to the interrupted sampling theory, the amplitude of the 1 order false target and the 0 order false target can be given by

\[ A_1 = A_C \sin(f_s T_p) \]  

Substitute (26) into (25), then

\[ \frac{|A_C - A_T|}{A_C} \leq \sin(f_s T_p) \]  

Define the amplitude mismatch degree \( \gamma \) as

\[ \gamma = \frac{|A_C - A_T|}{A_T} \]  

The amplitude mismatch includes two cases, one is the amplitude of the cancellation signal is larger than that of the target echo e.g. \( A_C > A_T \), the other is the opposite. Here the former case is mainly discussed. Then the mismatch degree should satisfy

\[ \gamma |1 - \gamma| \leq \sin(f_s T_p) \]  

The block diagram of the canceller can be concluded in Figure 2.
As shown in Figure 2, the block diagram of the canceller is similar to that proposed in [25]. The main difference is the interrupted sampling modulation here is periodic. Then the multi-false-target deception jamming is obtained by the proposed method instead of the blanket jamming in [25]. The unavoidable limitations of the canceller are the signal parameters should be precisely measured similar to some other types of deception jamming such as the frequency shifting jamming. The processing procedure can be listed as follows.

**Step 1:** Intercepts the radar signal and analyze signal parameters including chirp rate $k$, pulse width $T$.

**Step 2:** Execute interrupted sampling processing of the intercepted signal with sampling frequency $f_s$ and sampling pulse width $T_p$, then modulate the cancellation signal by frequency shift $f_d$ and time-delay $\tau_d$ given by Equations (20) and (21) respectively.

**Step 3:** Calculate the transmitting power given by Equation (24), then retransmit the cancellation signal to radar.

### 4. Simulation Results and Analysis

In this section, the performance of the proposed method is analyzed by simulations. For convenience, the existing method proposed in [23] is named as Method 1, and our improved method proposed in Section 3 is named as Method 2.

#### 4.1. Comparison of Required Jammer Power

Firstly, the required jammer power of two methods is compared. The main parameters are listed in Table 1.

<table>
<thead>
<tr>
<th>Parameters</th>
<th>Value</th>
</tr>
</thead>
<tbody>
<tr>
<td>radar antenna gain</td>
<td>60 dB</td>
</tr>
<tr>
<td>peak power</td>
<td>810 kW</td>
</tr>
<tr>
<td>pulse width</td>
<td>100 us</td>
</tr>
<tr>
<td>chirp rate</td>
<td>$4 \times 10^{10}$ Hz/s</td>
</tr>
<tr>
<td>target RCS</td>
<td>0.1 m$^2$</td>
</tr>
</tbody>
</table>

The required jammer power of Method 1 and the proposed Method 2 can be calculated according to Equations (13) and (24) respectively. Figure 3 presents the comparison result of the required jammer power, where the sampling duty ratio of the ISRJ is set as 20% and 50% respectively.

As shown in Figure 3, the required jammer power of Method 2 is lower than that of Method 1 when the duty ratio is equal, and the reduction is more obvious with higher duty ratio. When the target distance is 1000 km and the duty ratio of ISRJ is 50%, the required jammer power reduces by 5 dBW by applying the proposed Method 2. It demonstrates the proposed method can efficiently reduce the required jammer power as expected. Thus a more efficient utilization of the jammer power can be obtained. Then the jammer can be effectively protected due to the smaller radiation energy.
Besides, the required jammer power reduces with the increase of duty ratio, because higher duty ratio means that the ISRJ signal acquires more energy from the complete radar signal. As shown in Figure 3, the required jammer power of Method 2 with the duty ratio 20% is larger than that of Method 1 with the duty ratio 50%. It indicates higher duty ratio is also very significant for reducing the required jammer power in actual applications.

4.2. Cancellation Performance Analysis by Numerical Simulations

In this sub-section, the target echo cancellation performance of the two methods is compared. Assume that the peak output of the target echo after MF locates at \( t = 0 \). For Method 1, the interrupted sampling frequency \( f_s = 200 \text{ kHz} \), and the time-delay \( \tau_d = 5 \text{ us} \). For Method 2, the frequency shift \( f_d = 200 \text{ kHz} \), the repeater time-delay \( \tau_d = 5 \text{ us} \), and the interrupted sampling frequency is set as \( f_s = 200 \text{ kHz} \) and \( f_s = 100 \text{ kHz} \) respectively. The distance between the jammer and the radar \( R = 1000 \text{ km} \). The duty ratio is 50% for both methods. The jammer power for the two methods is set according to Equations (12) and (24). Then the amplitude of the target echo and the cancellation can be equal at radar receiver for ideal cancellation. However, it is a great challenge to estimate the parameters accurately given by Equations (12) and (24) as analyzed in Section 3. Thus it is quite difficult to guarantee the amplitude match of the cancellation signal and target echo in actual applications. Hence the simulations are divided into two parts, one is the cancellation performance with ideal amplitude match, the other is the cancellation performance with amplitude mismatch.

4.2.1. Cancellation Performance with Ideal Amplitude Match

Firstly, the assumption of amplitude match is guaranteed, which means that the corresponding parameters in Equations (12) and (24) are accurately estimated. Figure 4 present the target echo cancellation results of the ISRJ signal with the parameters given by Method 1 and Method 2 respectively, where the amplitude of the target echo is assumed to be 1 and the normalization of the amplitude is done with respect to that of the target echo.

From Figure 4a,b, the MF output of ISRJ signal at radar receiver is formed by a train of false targets spreading symmetrically in the range domain, and the power of the false targets decreases rapidly from the center to the edge, which is consistent with the characteristics of the ISRJ [5]. Figure 4c,d indicate that both Method 1 and Method 2 can ideally cancel the real target echo after MF at radar receiver with the designed parameters. For Method 1, the \(-1\) order false target is utilized to cancel the target echo. Zero and 1 order false targets remain in the output of MF, and forms multi-false-target deception jamming as revealed in Figure 4c. For Method 2, the 0 order false target is utilized to cancel the target echo. The \(\pm 1\) order false targets form multi-false-target deception jamming as revealed in Figure 4d. Thus the effectiveness of the proposed method for target echo cancellation with a smaller jammer power is demonstrated.
Figure 4. Target echo cancellation result with amplitude match. (a) matched filtering (MF) output of the interrupted-sampling repeater jamming (ISRJ) signal and target echo of Method 1. (b) MF output of the ISRJ signal and target echo of Method 2. (c) MF output after echo cancellation of Method 1. (d) MF output after echo cancellation of Method 2.

For Method 2, the cancellation result with different interrupted sampling frequencies is shown in Figure 4d. When the interrupted sampling frequency is set as 200 kHz and 100 kHz, the ±1 order false targets appear at ±750 m and ±375 m respectively. It indicates that the position of false targets after MF can be flexibly adjusted by designing the interrupted sampling frequency. Thus more flexible jamming performance is obtained.

4.2.2. Cancellation Performance with Amplitude Mismatch

Cancellation results with amplitude mismatch for both methods are presented in Figure 5 considering parameter estimation errors. Assume the mismatch degree $\gamma = 50\%$ and $\gamma = 80\%$ respectively. Similarly, the amplitude of the target echo is assumed to be 1 and the normalization of the amplitude is done with respect to that of the target echo.

From Figure 5, the echo cancellation fails for both methods with amplitude mismatch. However, the ISRJ cancellation signal still contributes to the protection of real target. On the one hand, the amplitude of the target echo greatly reduces due to the cancellation signal, which makes the real target less visible by the radar. On the other hand, the generated false targets can confuse the radar and effectively protect the real target. When comparing the two methods, although the false target near the true target is with higher power for Method 1, the main 0 and 1 order false targets both lag off the real target for Method 1 as shown in Figure 5a,c. While the main −1 order false target will be ahead of the real target in time domain for Method 2 as revealed in Figure 5b,d. Thus the real target can be more effectively protected by the preceded false target in the improved Method 2.
Figure 5. Target echo cancellation result with amplitude mismatch ($f_s = 200$ kHz). (a) Method 1 ($\gamma = 50\%$). (b) Method 2 ($\gamma = 50\%$). (c) Method 1 ($\gamma = 80\%$). (d) Method 2 ($\gamma = 80\%$).

To evaluate the deception jamming performance with amplitude mismatch for the proposed Method 2 quantitatively, Figure 6 presents the amplitude ratio of the preceded $-1$ order false target to the real target after cancellation when mismatch degree $\gamma$ varies from 0.1 to 0.8.

Figure 6. Amplitude ratio of $-1$ order false target to real target after cancellation for Method 2.

As revealed in Figure 6, the amplitude ratio reduces with the increase of mismatch degree, which is reasonable because cancellation performance gets worse when amplitude mismatch degree increases. However, the amplitude of $-1$ order false target is still much larger than that of real target even when the mismatch degree $\gamma$ reaches 0.8, e.g. 6.4 dB for duty ratio =20% and 3.1 dB for duty ratio =50%.
respectively. Hence the real target can be effectively protected even with large amplitude mismatch for our proposed method.

In conclusion, both of the methods can ideally cancel the target echo at radar receiver by accurate parameter designs. Besides, they can also contribute to target protection by multi-false-target deception jamming even when the amplitude of the cancellation signal mismatches with that of the target echo. The proposed Method 2 is superior to Method 1 by exploring the following advantages. Firstly, the jammer power is more efficiently utilized. Secondly, more flexible deception jamming performance can be obtained by adjusting the interrupted sampling frequency. Last but not least, the generated preceded false target can protect the real target more effectively.

4.3. Measured SAR Data Experiments Verification

To further present the performance of our proposed Method 2, the measured mini SAR complex imagery provided by the Sandia National Laboratories is used [30]. Since the comparison between the two methods has been made in the previous section and the performance with the SAR data when applying Method 1 has been presented in [24], here only the performance of the proposed Method 2 is presented in this section. Table 2 presents the main parameters of the SAR imaging scene.

<table>
<thead>
<tr>
<th>Parameters</th>
<th>Value</th>
</tr>
</thead>
<tbody>
<tr>
<td>Center frequency</td>
<td>9 GHz</td>
</tr>
<tr>
<td>Resolution(range and azimuth)</td>
<td>0.5 m×0.5 m</td>
</tr>
<tr>
<td>Platform velocity</td>
<td>180 m/s</td>
</tr>
<tr>
<td>Odd number</td>
<td>1001</td>
</tr>
<tr>
<td>Chirp rate</td>
<td>1.5×10^{14} Hz/s</td>
</tr>
</tbody>
</table>

Figure 7a presents the original SAR image by the Range Doppler Algorithm. A dotted circle is added to indicate the position of the plane target that needs to be cancelled. The raw signal of the target is inverted using the algorithm proposed in [31], then the target echo is simulated as shown in Figure 7b.

4.3.1. Cancellation Results

By calculation, the frequency shift $f_d = 12.2$ MHz, the time-delay $\tau_d = 0.082$ us. Firstly assume the jammer power is ideally set to guarantee the amplitude match at radar receiver. Figure 8a,b present the cancellation results with interrupted sampling frequencies set as $f_s = 20$ MHz and $f_s = 40$ MHz respectively, and the sampling duty ratio is 50%.
Figure 8. Results of measured SAR data with the proposed method. (a) Ideal amplitude match ($f_s = 20$ MHz). (b) Ideal amplitude match ($f_s = 40$ MHz). (c) Amplitude mismatch ($\gamma = 50\%$, $f_s = 20$ MHz). (d) Amplitude mismatch ($\gamma = 50\%$, $f_s = 40$ MHz). (e) Amplitude mismatch ($\gamma = 80\%$, $f_s = 20$ MHz). (f) Amplitude mismatch ($\gamma = 80\%$, $f_s = 40$ MHz).

As shown in Figure 8a,b, the target echo is successfully cancelled by the proposed method. By calculation, the position of the $\pm 1$ order false targets should be $\pm 20$ m and $\pm 40$ m for $f_s = 20$ MHz and $f_s = 40$ MHz respectively, which is consistent with the results shown in Figure 8a,b. It indicates that the position of false targets is precisely adjusted by designs of the interrupted sampling frequency as expected.

Similarly, the cancellation results with amplitude mismatch are presented in Figure 8c–f, where the amplitude mismatch degree is set as $\gamma = 50\%$ and $\gamma = 80\%$ respectively. As revealed in Figure 8c–f, the target echo cannot be ideally cancelled with amplitude mismatch. The target becomes more and more obvious with the increase of the amplitude mismatch. However, the amplitude of target greatly
reduces and the target is less visible in SAR image due to the cancellation compared with original image. Besides, the false targets can effectively shield the real target.

4.3.2. Evaluation of the Cancellation Performance

To access the performance of cancellation, Figure 9 presents the range cuts of Figure 8 in azimuth unit 20 m, where the dotted blue lines represent the range cuts of the original SAR image, and the red lines represent the range cuts after cancellation.

Figure 9. Range cut at azimuth unit 20 m. (a) Ideal amplitude match \( f_s = 20 \text{ MHz} \). (b) Ideal amplitude match \( f_s = 40 \text{ MHz} \). (c) Amplitude mismatch \( \gamma = 50\% \), \( f_s = 20 \text{ MHz} \). (d) Amplitude mismatch \( \gamma = 50\% \), \( f_s = 40 \text{ MHz} \). (e) Amplitude mismatch \( \gamma = 80\% \), \( f_s = 20 \text{ MHz} \). (f) Amplitude mismatch \( \gamma = 80\% \), \( f_s = 40 \text{ MHz} \).

As revealed in Figure 9a,b, in terms of the absorb amplitude of the imaging result, there is more than a 20 dB drop in the vicinity of target due to the presence of cancellation signal with ideal cancellation assumptions. After cancellation, the amplitude of the false target is much larger than that of the real target, which makes the radar difficult to distinguish the real target. As revealed in
Figure 9c–f, the amplitude of the real target reduces by 10 dB and 5 dB approximately after cancellation in the presence of 50% and 80% amplitude mismatch, respectively. Thus the cancellation performance gets worse in the presence of amplitude mismatch compared with the ideal cancellation conditions. However, the amplitude of generated false target is about 5 dB larger ($\gamma = 50\%$) and 3 dB larger ($\gamma = 80\%$) than the amplitude of real target, thus the false targets can still effectively protect the real target by stronger amplitude response.

5. Conclusions

In this paper, an improved radar target echo cancellation method that uses frequency shifting modulation is proposed. The proposal uses the frequency shifting modulation to cancel the radar target echo using 0 order false targets produced by ISRJ. Compared with the existing method, the improved method utilizes the jammer power more efficiently, and more flexible jamming performance can be obtained. Besides, the real target can still be effectively protected by the preceded false target even with amplitude mismatch. Simulation results and measured SAR data experiments demonstrate its effectiveness. This work provides good information towards future jammer designs. In future work, further investigations on the influence of measuring accuracies of the radar signal parameters will be conducted. Besides, the hardware system designs of the canceller will be another important topic.
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